
A LA MESA DEL CONGRESO DE LOS DIPUTADOS

El diputado Francesc-Marc Álvaro i Vidal del Grupo Parlamentario REPUBLICANO, al 
amparo de lo dispuesto en el artículo 185 y siguientes del Reglamento de la Cámara, 
formula al Gobierno español las siguientes preguntas y solicita su contestación por escrito.
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El Gobierno sometió a audiencia pública, el pasado mes de diciembre, el borrador del Real 
Decreto sobre seguridad y resiliencia de las redes y servicios de comunicaciones 
electrónicas y determinadas infraestructuras digitales. El texto pretende mejorar la gestión 
de los riesgos de seguridad en el ámbito de las telecomunicaciones, reducir el impacto de 
incidentes de seguridad y garantizar la continuidad de los servicios. Además, el Real 
Decreto establece nuevas medidas de notificación de incidentes y requisitos de elaboración 
de planes de seguridad, en línea con la Directiva europea para un elevado nivel común de 
ciberseguridad (NIS2).

Eventos como el apagón eléctrico de abril de 2025 o la DANA que afectó al País 
Valenciano y otros territorios del Estado en octubre de 2024 han mostrado la vulnerabilidad 
de la red de telecomunicaciones e infraestructuras, y justifican la adopción de medidas para 
la reducción y respuesta ante estos riesgos.

Ahora bien, este Real Decreto incluye también una serie de elementos recentralizadores en 
el ámbito de la protección civil, obviando que el marco normativo vigente permite el 
desarrollo de competencias autonómicas.

En Cataluña, la Dirección General de Protección Civil ejerce funciones logísticas y de 
coordinación de servicios básicos, en base a los planes de emergencia aprobados por la 
Generalitat de Cataluña. Estas competencias se coordinan mediante el Centro de 
Coordinación Operativa de Cataluña (CECAT), que gestiona las alertas públicas y la 
activación y gestión de planes de emergencias. El CECAT también tiene entre sus funciones 
la coordinación con el Centro Nacional de Seguimiento y Coordinación de Emergencias 
(CENEM) del Estado español.

Sin embargo, el Real Decreto no contempla la notificación al CECAT de incidentes de 
seguridad que tengan un impacto significativo en el suministro de las redes y servicios. 
También pasa por alto el rol del CECAT en el envío de informaciones de emergencia a la 
ciudadanía, y no se tiene en cuenta en los artículos donde se exponen los planes de 
respuesta. Además, el Real Decreto regula aspectos técnicos de protección civil que ya están 
incluidos en los planes de emergencia de Cataluña, y no incluye mecanismos de 
cooperación e intercambio de información entre el Estado y las comunidades autónomas.

Por todo ello, y en ejercicio de la función de control al Gobierno, se formulan las siguientes 
preguntas por escrito:
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¿Respetará el Gobierno español las competencias de la Generalitat de Cataluña en 
materia de protección civil y gestión de emergencias en la legislación sobre las redes 
y servicios de telecomunicaciones?

1. 

¿Incluirá el Gobierno español mecanismos de coordinación con el CECAT en el Real 
Decreto sobre seguridad y resiliencia de las redes y servicios de comunicaciones 
electrónicas y determinadas infraestructuras digitales?

2. 

¿Permitirá el Gobierno español la gestión operativa de incidentes de seguridad 
previstos en este Real Decreto por parte de las comunidades autónomas en sus 
ámbitos territoriales, en el ejercicio de sus competencias?

3. 

¿Prevé establecer el Gobierno español anexos territoriales autonómicos a dicho Real 
Decreto, que garanticen la descentralización en la respuesta a incidentes de la red y 
servicios de telecomunicaciones y que mejoren su resiliencia?

4. 

¿Garantizará dicho Real Decreto la confidencialidad y la protección de datos de la 
ciudadanía a la hora de recibir información sobre incidentes significativos que la 
puedan afectar?

5. 
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Preguntes escrites

 

 

Competencia Otros Expedientes
Tipo Expediente 300-Escrito en lengua

española distinta del
castellano, oficial en
Comunidad Autónoma (art.
92.1)

Fdo.: Francesc-Marc ÁLVARO VIDAL
Diputado
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A LA MESA DEL CONGRÉS DELS DIPUTATS 
 
 
 

El Diputat Francesc-Marc Álvaro i Vidal  del Grup Parlamentari REPUBLICÀ,  

a l'empara del que es disposa en l'article 185 i següents del Reglament de la 

Cambra, formula al Govern espanyol les següents preguntes, sol·licitant la 
seva resposta per escrit. 
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Diputat        
G.P. Republicà    
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El Govern espanyol va sotmetre a audiència pública, el passat mes de desembre, 
l’esborrany del Reial Decret sobre seguretat i resiliència de les xarxes i serveis 
de comunicacions electròniques i determinades infraestructures digitals. El text 
pretén millorar la gestió dels riscos de seguretat en l’àmbit de les 
telecomunicacions, reduir l’impacte d’incidents de seguretat i garantir la 
continuïtat dels serveis. A més, el Reial Decret estableix noves mesures de 
notificació d’incidents i requisits d’elaboració de plans de seguretat, en línia amb 
la Directiva europea per a un elevat nivell comú de ciberseguretat (NIS2). 
 
Esdeveniments com l’apagada elèctrica de l’abril de 2025 o la DANA que va 
afectar el País Valencià i altres territoris de l’Estat l’octubre de 2024 han mostrat 
la vulnerabilitat de la xarxa de telecomunicacions i infraestructures, i justifiquen 
l’adopció de mesures per a la reducció i resposta davant d’aquests riscos. 
 
Ara bé, aquest Reial Decret inclou també una sèrie d’elements recentralitzadors 
en l’àmbit de la protecció civil, obviant que el marc normatiu vigent permet el 
desenvolupament de competències autonòmiques. 
 
A Catalunya, la Direcció General de Protecció Civil exerceix funcions logístiques 
i de coordinació de serveis bàsics, en base als plans d’emergència aprovats per 
la Generalitat de Catalunya. Aquestes competències es coordinen mitjançant el 
Centre de Coordinació Operativa de Catalunya (CECAT), que gestiona les 
alertes públiques i l’activació i gestió de plans d’emergències. El CECAT també 
té entre les seves funcions la coordinació amb el Centre Nacional de Seguiment 
i Coordinació d’Emergències (CENEM) de l’Estat espanyol. 
 
Tot i això, el Reial Decret no preveu la notificació al CECAT d’incidents de 
seguretat que tinguin un impacte significatiu en el subministrament de les xarxes 
i serveis. També passa per alt el rol del CECAT en l’enviament d’informacions 
d’emergència a la ciutadania, i no se’l contempla en els articles on s’exposen els 
plans de resposta. A més, el Reial Decret regula aspectes tècnics de protecció 
civil que ja estan inclosos als plans d’emergència de Catalunya, i no inclou 
mecanismes de cooperació i intercanvi d’informació entre l’Estat i les comunitats 
autònomes. 
 
Per tot això, i en exercici de la funció de control al Govern, es formulen les 
següents preguntes per escrit: 
 

1. Respectarà el govern espanyol les competències de la Generalitat de 
Catalunya en matèria de protecció civil i gestió d’emergències en la 
legislació sobre les xarxes i serveis de telecomunicacions? 

2. Inclourà el govern espanyol mecanismes de coordinació amb el CECAT 
al Reial Decret sobre seguretat i resiliència de les xarxes i serveis de 
comunicacions electròniques i determinades infraestructures digitals?  
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3. Permetrà el govern espanyol la gestió operativa d’incidents de seguretat 
previstos en aquest Reial Decret per part de les comunitats autònomes en 
els seus àmbits territorials, en l’exercici de les seves competències? 

4. Preveu establir el govern espanyol annexos territorials autonòmics a 
l’esmentat Reial Decret, que garanteixin la descentralització en la 
resposta a incidents de la xarxa i serveis de telecomunicacions, i que en 
millorin la resiliència? 

5. Garantirà l’esmentat Reial Decret la confidencialitat i la protecció de dades 
de la ciutadania a l’hora de rebre informació sobre incidents significatius 
que la puguin afectar?  
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